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HTTPS Requirements  
FCS_HTTPS_EXT.1 Explicit: HTTPS  

FCS_HTTPS_EXT.1.1 The TSF shall implement the HTTPS protocol that complies with RFC 2818.  

Application Note: The ST author must provide enough detail to determine how the implementation is 

complying with the standard(s) identified; this can be done either by adding elements to this component, 

or by additional detail in the TSS.  

FCS_HTTPS_EXT.1.2 The TSF shall implement HTTPS using TLS as specified in FCS_TLS_EXT.1.  

Assurance Activity:  

The evaluator shall check the TSS to ensure that it is clear on how HTTPS uses TLS to establish an 

administrative session, focusing on any client authentication required by the TLS protocol vs. security 

administrator authentication which may be done at a different level of the processing stack. Testing for 

this activity is done as part of the TLS testing; this may result in additional testing if the TLS tests are 

done at the TLS protocol level. 

 

 

 


