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Assurance Continuity Maintenance Report:  

DXC Technology submitted an Impact Analysis Report (IAR) to CCEVS on behalf of HSL on 13 March 2018. 
The IAR is intended to satisfy requirements outlined in Common Criteria Evaluation and Validation Scheme 
Publication #6, Assurance Continuity: Guidance for Maintenance and Re-evaluation, version 2.0. In 
accordance with those requirements, the IAR describes the changes made to the certified TOE, the 
evidence updated as a result of the changes and the security impact of the changes. 

The IAR identified that no changes were made to the TOE and the protection profile was not updated. As a 
result, no additional testing was conducted and no evaluation documentation was updated. 

 

Changes to TOE:  

No changes have been made to the hardware or firmware on any of the TOE models; the model names and 
manufacturing numbers remain the same. Therefore, there are no changes to the TOE for the re-
certification. There have been four Technical Decisions released since the original PCL posting date and 
they were deemed to have no impact on the TOE. 
 
Conclusion:  

CCEVS reviewed the description of the changes and the analysis of the impact upon security, and found 
that the TOE platform may be considered equivalent to the evaluated platforms. Therefore, the CCEVS has 

®  

TM 



CCEVS APPROVED ASSURANCE CONTINUITY MAINTENANCE REPORT 

 

determined that the change is minor and meets the definition for assurance maintenance as described in 
Scheme Process #6. 
 


