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3.0, 12 September 2016; 

 

Apple iOS 13 and iPadOS 13: Contacts Impact Analysis Report For 

Common Criteria Assurance Maintenance, Version 1.0, June 15, 2020. 

 

Documentation Updated: (List all documentation updated) 

Security Target:  Apple iOS 13 and iPadOS 13 Contacts Security Target, Version 1.3, June 

2020. Changes in the Security Target are: 

 Updated device identifiers 

 

Guidance Documentation: Apple iOS and iPadOS 13 Contacts Common Criteria 

Configuration Guide, Version 1.6, June 2020. Changes in the Security Target are: 

 Updated device identifiers 

 

 

Assurance Continuity Maintenance Report:  

Acumen Security submitted an Impact Analysis Report (IAR) for Apple to the CCEVS for approval 

in June 2020. The IAR is intended to satisfy requirements outlined in Common Criteria Evaluation 

and Validation Scheme Publication #6, Assurance Continuity: Guidance for Maintenance and Re-

evaluation, version 3.0. In accordance with those requirements, the IAR describes the changes 

made to the certified TOE, the evidence updated as a result of the changes and the security impact 

of the changes. 

Changes to TOE:  

This update is meant to make a typo correction to the list of platforms the product runs on. The 

actual hardware has not changed. Additionally, these changes have already been propagated to the 

sister project, VID11060. This project has posted. 
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Platform Reference Changes 
Original TOE Platform Specification New TOE Platform Specification Details of Change 

Device Name Model Device Name Model 

iPhone Xr  <unchanged>  iPhone XR <unchanged> Small name change. No 
security relevance. 

iPhone 6s Plus  <unchanged> iPhone 6S Plus <unchanged> Small name change. No 
security relevance. 

iPad Pro 12.9-
inch (4th gen)  

<unchanged> iPad Pro 12.9” (4th 
gen) 

<unchanged> Small name change. No 
security relevance. 

iPad Pro 11-inch 
(2nd gen)  

<unchanged> iPad Pro 11” (2nd 
gen) 

<unchanged> Small name change. No 
security relevance. 

iPad Pro 12.9” 
(2nd Gen)  

<unchanged> iPad Pro 12.9-inch 
2nd gen) 

<unchanged> Small name change. No 
security relevance. 

iPad Pro 10.5” <unchanged> iPad Pro (10.5-inch) <unchanged> Small name change. No 
security relevance. 

iPad 10.2” A2198 

A2199 

A2200 

iPad (7th gen) A2197 

A2198 

A2199 

A2200 

Small name change. No 
security relevance. 

Added non-cellular variant 
of device (wifi previously 
included). No security 
relevance. 

iPad 9.7” <unchanged> iPad (6th gen) <unchanged> Small name change. No 
security relevance. 

iPad Pro 12.9” 
(1st Gen) 

<unchanged> iPad pro (12.9) <unchanged> Small name change. No 
security relevance. 

iPad Pro 9.7” <unchanged> iPad Pro (9.7) <unchanged> Small name change. No 
security relevance. 

Table 1: Platform Reference Changes 

 

Conclusion:  

CCEVS reviewed the description of the proposed updates and the analysis of the impact upon 

security and found the changes to be minor. Therefore, CCEVS agrees that the original assurance is 

maintained for the addition of the above-cited product. 

 


